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2. Browsers Supported

The following browsers are recommended for the Infor Support Portal:

e Internet Explorer 11

e Microsoft Edge

e Google Chrome versions 94 and up.
e Mozilla Firefox versions 92 and up.

e Safari14.1

The above versions are supported along with any changes to the current version and the
current -1 version.



3. Internet Explorer

3.1 Popup Blocker

The Infor Support Portal requires the browser to allow popups. To enable popups using Internet
Explorer, select Tools > Pop-Up Blocker > Pop-Up Blocker Settings

n https:/‘www.infor.com)

n Infor | ERP simplified and pr...
File Edit View Favontes [GLIEE Help

Delete browsing history... Ctrl+Shift+Del
Thank you for visiting ou InPrivate Browsing Ctrl+Shift+P ookies to personalize content and ac
and to analyze our traffic Turn on Tracking Protection lytics partners. You may modify you
Center, as explained in E ActiveX Filtering

Fix connection problems...
Reopen last browsing session

Add site to Apps

tries Solutions Techn

View downloads

Pop-up Blocker Turn off Pop-up Blocker
Windows Defender SmartScreen Filter Pop-up Blocker settings
Manage media licenses

Manage add-ons

Compatibility View settings

Subscribe to this feed...

Feed discovery

Performance dashboard Ctrl+Shift+U
F12 Developer Tools

Report website problems

Internet options




From the Pop-up blocker settings, enter an exception for the Support Portal.

To allow popups from the Support Portal, enter https://support.infor.com below “Address of
website to allow”, then click the Add button.

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
#!| websites by adding the site to the list below.

Address of website to allow:
|https:ffsuppu:urt.infnr.cnmf | Add

Allowed sites:

| | Remnuwa

The website is added as an allowed site
Pop-up Blocker Settings >

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specific
# ! websites by adding the site to the list below.

Address of website to allow:
[ Add

Allowed sites:

support infar.com Remove

Remove all...



3.2 Temporary Internet Files

The Infor Support Portal team periodically deploys new updates and features. To ensure the
newer code is loaded correctly, you may need to occasionally clear the browser’s cache and
history.

To clear your browser history in Internet Explorer, click Tools and select Delete Browsing
History.

e ﬁ https://supportinfor.com/allogin/allogin.aspx

m Infor Support Portal Log In
File Edit View Favorites BIEEIEN Help

Delete browsing history... Ctrl+Shift+Del
InPrivate Browsing Ctrl+Shift+P
Turn on Tracking Protection

ActiveX Filtering

Fix connection problems...

Reocpen last browsing session

Add site to Apps

View downloads Ctrl+1
Pop-up Blocker -]
Windows Defender SmartScreen Filter >

Manage media licenses




In the Delete Browsing History dialog, select the check boxes for any items you want to delete,
and then click Delete.

NOTE: click the “about deleting browsing history” link to access a Microsoft guide for viewing
and deleting your browsing history in Internet Explorer.
Delete Browsing History X

Preserve Favorites website data

Keep cookies and temporary Internet files that enable your favorite
websites to retain preferences and display faster.

Temporary Internet files and website files
Copies of webpages, images, and media that are saved for faster
viewing.

Cookies and website data
Files or databases stored on your computer by websites to save
preferences or improve website performance.

History
List of websites you have visited.

Download History
List of files you have downloaded.

Form data
Saved information that you have typed into forms.

Passwords
Saved passwords that are automatically filled in when you sign in
to a website you've previously visited.

Tracking Protection, ActiveX Filtering and Do Not Track

A list of websites exduded from filtering, data used by Tracking
Protection to detect where sites might automatically be sharing details
about your visit, and exceptions to Do Not Track requests.

About deleting browsing history Delete Cancel




Internet Explorer includes the option to check for newer versions of stored pages when visiting a
webpage. This option is recommended for the Support Portal.

To enable this option, open Internet Explorer and select Tools > Internet Options

e H https://supportinfor.com/allogin/allogin.aspx

ﬁ Infor Support Portal Log In

File Edit View Favorites BIEEIEN Help

Delete browsing history... Ctrl+Shift+Del
InPrivate Browsing Ctrl+Shift+P
Turn on Tracking Protection

ActiveX Filtering

Fix connection problems...

Recpen last browsing session

Add site to Apps

View downloads Ctrl+]
Pop-up Blocker *
Windows Defender SmartScreen Filter >

Manage media licenses

Manage add-ons
Compatibility View settings

Subscribe to this feed...

Feed discovery

Performance dashboard Ctrl+5Shift+ L
F12 Developer Tools

Report website problems

Internet options




From the Internet Options General tab, select the Settings button in the Browsing History
group.

Internet Options ? *

General Security  Privacy Content Connections Programs  Advanced

Home page
l/'? To create home page tabs, type each address on its own line.
L. A
~IF http://home.infor.comy

IIse current Ise default Uz new tab

Startup
() Start with tabs from the last session
(®) Start with home page
Tabs
Change how webpages are displayed in tabs. Tabs

Browsing history

Delete temporary files, history, cookies, saved passwords, and web
form information.

[ ] Delete browsing history on exit ‘



Below ‘Check for newer versions of stored pages’, select Every time | visit the webpage

Click OK and then click OK again to close the page

Website Data Settings ? >

Temporary Internet Files  History  Caches and databases
Internet Explorer stores copies of webpages, images, and media
for faster viewing later,

Chedk for newer versions of stored pages;: -
(®) Every time I visit the webpage
O Every time I start Internet Explorer
() Automatically
O Mever
Disk space to use (3-1024MB) 330 2
(Recommended: 50-250ME)

Current location:
C:\Jsersh jdoe\AppDataLocal Microsoft\Windows \INetCache,

Move folder... View objects View files

Cancel



3.3 Trusted Sites

It is also recommended but not required that you define the Support Portal as a trusted site. If
you encounter a problem while using the Support Portal, you should add the Support Portal as a
trusted site.

To add the Support Portal as a Trusted Site using Internet Explorer, open Internet Explorer and
select Tools > Internet Options

From Internet Options, select the Security tab, Trusted Sites zone, and then click the Sites
button.

Internet Options ? X

General Security Privacy Content Connections Programs Advanced

Select a zone to view or change security settings.

@ ¢ v O

Internet Local intranet YOS EEEIEs Restricted
sites

Trusted sites

l This zone contains websites that you
- 4 trust not to damage your computer or

your files.
You have websites in this zone.

Sites

11



From the Trusted Sites prompt, below Add this website to the zone, enter *.infor.com and click

the Add button.

NOTE: When adding this trusted site uncheck the option to require server verification (https:)

Trusted sites *

# fou can add and remove websites from this zone. All websites in
e 4 this zone will use the zone's security settings.

b
Add this website to the zone: ‘
*infor.com | | Add
Websites:
L] Remove
W

[ ]require server verification (https:) for all sites in this zone

W

.

Close

It is also recommended to add Infor Concierge as a trusted site in the same way.

From the Trusted Sites prompt, below Add this website to the zone, enter *.cloud.infor.com
and click the Add button.

12



Trusted sites X

You can add and remove websites from this zone. All websites in
Bl this zone will use the zone's security settings.

b
Add this website to the zone:
* cloud.infor.com | | Add
Websites:
* infor. com ~ Remove
W

[ ] rRequire server verification (https:) for all sites in this zone

%

Close

The trusted sites are displayed. Click the Close button.

Trusted sites >

You can add and remove websites from this zone. All websites in
this zone will use the zone's security settings.

Add this website to the zone:

| Add
Websites:
* doud.infor.com Femaoye
* infor.com

[ ]Require zerver verification (https:) for all sites in this zone

i~
.* [ Close



4. Microsoft Edge

4.1 Popup Blocker

Microsoft Edge does not allow for popup blocker exceptions, so popups are either allowed or
not allowed. To enable popups using Microsoft Edge click on the Edge menu and select
Settings

w6 =
4 MNew tab - " Ctrl+T
B MNew window Ctrl+N
G2 New InPrivate window Ctrl+Shift+N
Zoom — 90% Ve
S Favorites Ctrl+Shift=0
Collections Ctrl+Shift<Y
@ History Ctrl+H
i Downloads Ctrl+]
B Apps >
{3 Extensions
[ Print Ctrl+P
[ Web capture Ctrl+Shift=5
& Share
a Find on page Ctrl+F
AY Read aloud Ctrl+Shift=U
More tools .
E§3 Settings *_'—
(® Help and feedback )

Cloze Microsoft Edge



On the Settings Page, select Cookies and site permissions from the left-hand tab navigation

and then click on Pop-ups and redirects

Settings

B O L e |0

ol &l

L

Search settings

Profiles

Privacy, search, and services
Appearance

Start, home, and new tabs
Share, copy and paste
Cookies and site permissions
Default browser

Downloads

Motifications
Ask first

JavaScript

Images

5 Mo @

Pop-ups and redirects

To enable popups for the Support Portal, click on the Block pop-ups slider, so that Block pop-
ups = off

Settings

Q

B 6O

=@ e el &

Search settings

Profiles

Privacy, search, and services

Block (recommended)

Appearance Block

Start, home, and new tabs

Mo sites added

Share, copy and paste

Cookies and site permissions

Allow

Default browser
Downloads
Family

Languages

Mo sites added

< Site permissions /IPop-ups and redirects

C

Add

Add

15



4.2 Temporary Internet Files

The Support Portal development team periodically deploys new updates and features. To
ensure the newer code is loaded correctly, you may need to occasionally clear the browser’s
cache and history.

To clear your browser history using Microsoft Edge click on the Edge menu and select
Settings.

On the Settings Page, select Privacy, Search and Services from the left-hand tab navigation

Scroll to the Clear Browsing Data section and select the Choose what to clear button.

Settings

Q

8
| &
B
&
b=

Vo000 T R &K

Search settings

Profiles

Privacy, search, and services
Appearance

Start, home, and new tabs

Share, copy and paste

Cookies and site permissions

Default browser
Downloads

Family

Languages

Printers

System

Reset settings

Phone and other devices
Accessibility

About Microsoft Edge

[ e l Hi Craig, we value your privacy.
E ‘We will always protect and respect your privacy, while giving you the transparency
r

and control you deserve. Learn about our privacy efforts

Tracking prevention @

Websites use trackers to collect info about your browsing. Websites may use this info to improve sites and show you content like
personalized ads. Some trackers collect and send your info to sites you haven't visited,

Tracking prevention a
o Basic Balanced O Strict
(Recommended
+  Allows most trackers across all sites + Blocks trackers from sites you haven't « Blocks a majority of trackers from all
visited sites

+ Content and ads will likely be
personalized « Content and ads will likefly be less = Content and ads will likely have

" ersonalized minimal personalization

+  Sites will work as expected per "

Blocks knewn harmiul irackers +  Sites will work as expected « Parts of sites might not work
N wn h L{ 5

+ Blocks known harmful trackers « Blocks known harmful trackers

Blocked trackers >

View the sites that we've blocked from tracking you

Exceptions >
Allow all trackers on sites you choose
Always use "Strict” tracking prevention when browsing InPrivate I

Clear browsing data

This includes history, passwords, cookies, and more. Only data from this profile will be deleted. Manage your data
Clear browsing data now - ... Choose what to clear

Choose what to clear every time you close the browser >

16



On the Clear browsing data form select which browsing options to clear, and then click
Clear Now

Clear browsing data

Time range

All time e

Browsing history

3 iterns. Includes autocompletions in the address bar.
Download history

None

From 16 sites, Signs you out of most sites.

Cookies and other site data

Cached images and files
Frees up 16.3 MB. Some sites may load more slowly on
vour next visit.

Clear browsing data for Internet Explorer mode

17



4.3 Trusted Sites

Microsoft Edge does not allow individual trusted sites to be added, so it is recommended to add

a trusted site via the Internet Options.

To add the Infor Support Portal as a Trusted Site using for Microsoft Edge:

1. Open the Control Panel.

2. Select Internet options.

3. Go to the Security tab.

4. Select the Trusted Sites Zone and then click the Sites button

5. Below Add this website to the zone, enter *.infor.com and click the Add button.
6. Itis also recommended to add Infor Concierge as a trusted site in the same way.

Below Add this website to the zone, enter.cloud.infor.com and click the Add button

NOTE: When adding this trusted site uncheck the option to require server
verification (https:)

7. Click Close.

18



5. Google Chrome

5.1 Popup Blocker

The Infor Support Portal requires the browser to allow popups.

To enable popups using Google Chrome, click the Chrome Menu and then select Settings

* O
New tab dl-ﬁ

New window Ctrl+N
New incognito window Ctrl+Shift=N
History »
Downloads Ctrl+)
Bookmarks 4
Zoom - 100% + <
Print... Ctrl+P
Cast...

3 Find... Ctrl+F

| More tools ’

1
Edit Cut Copy Paste
Settings g
Help »
Exit

B3 Managed by your organization




On the Settings Page, select Privacy & Security from the left-hand tab navigation.

Below Privacy and Security select Site Settings

Settings

& Youand Google
Autofill

Privacy and security 9

B Your browser is managed by your organization

Safety check

Chrome can help keep you safe from data breaches, bad extensions, and more m

Search engine Privacy and security

Default browser

8
e
@  Appearance
Q,
=]
U]

[ ]
On startup
Advanced - @
Extensions [A e
About Chrome
e
A

Clear browsing data
Clear history, cookies, cache, and more

Cookies and other site data
Cookies are allowed

Security
Safe Browsing (protection from dangerous sites) and other security settings

-
Site Settings ‘—‘
Controls what information sites can use and show (location, camera, pop-ups, and more)

Privacy Sandbox
Trial features are on

Then below Content, select Pop-ups and redirects

Content

Cookies and site data
Cookies are allowed

@

JavaScript

<>
Sites can use Javascript

Images
Sites can show images

Y
Pop-ups and redirects

Don't allow sites to send pop-ups or use redirects

&

Additicnal content settings

20



To allow popups for the Infor Support Portal, select the Add button, to the right of Allowed to
send pop-ups and use redirects

B
Allowed to send pop-ups and use redirects Add

Mo sites added

After clicking Add, the Add a Site dialog opens. Enter https://support.infor.com/ and then click
Add

Add a site
Site

hitps://support.infor.com/

The Pop-Up allowed website is displayed

Allowed to send pop-ups and use redirects Add

B hitps:/support.infor.com b

21



5.2 Temporary Internet Files

The Support Portal development team periodically deploys new updates and features. To
ensure the newer code is loaded correctly, you may need to occasionally clear the browser’s
cache and history.

To clear the browser cache using Google Chrome, click the Chrome menu and select
Settings.

On the Settings Page, select Privacy & Security from the left-hand tab navigation, and then
select Clear Browsing Data.

Settings Q, sSearch settings

2 Youand Google B Your browser

Autofill Safety check

Privacy and security Q Chrome can help keep you safe from data

Search engine Privacy and security

‘f

Default browser

=l
¢
@  Appearance
Q
=1

—  Clear browsing data
Clear history, cookies, cache, and more
()  oOnstartup

22



From the Clear browsing data window, you can select either the Basic or Advanced Tab.

On each tab, select the checkboxes for the types of browser data you want to remove.

Use the drop-down menu to select the time range for deletion. To delete everything, select Time

range = All time, and then click Clear data.

Clear browsing data

Basic Advanced

Timerange  All time b

Browsing history

!
638 items
Download history
|
16 items
Cookies and other site data
From 154 sites
Cached images and files
307 MB
Passwords and other sign-in data
9 passwords
an  Autofill form data 9

Cancel Clear data

NOTE: Google Chrome does not offer an option to check for newer versions of stored pages.

23



5.3 Trusted Sites

It is also recommended but not required that you define the Support Portal as a trusted site. If
you encounter a problem with using the Support Portal, you should add it as a trusted site.

To add the Support Portal as a Trusted Site using Google Chrome, click the Chrome Menu and
then select Settings.

Scroll to the bottom of the Settings page and select Advanced

Scroll down to System and select Open your computer’s proxy settings

Settings Q, Search settings

B vour browser is managed by your organization

s You and Google
Syst
8 Autofill O
e Privacy and security Continue running background apps when Geogle Chrome is closed ®
@  Appearance Use hardware acceleration when available ®
Q,  Searchengine ..A
Open your computer's proxy settings A

B Default browser
() Onstartup

-
Advanced ‘ -

@ Languages

Downloads

|4

Accessibility

Syslem‘

Reset and clean up

o F

Extensions [

About Chrome

24



On the Settings page, select the Status tab from the left-hand navigation, and then select
Network and Sharing Center

@ Home Status
| Find a setting ye) | Network status
Network & Internet g @
- @
@ Status ‘ Ethernet
Public network
7% Wi-Fi You're connected to the Internet
If you have a limited data plan, you can make this network a
¥ FEthernet metered connection or change other properties.
Ethernet 155 GB
% Dial-up EI From the last 30 days
oP VPN Properties Data usage

g Airplane mode
Show available networks

View the connection options around you.
) Mobile hotspot

& Proxy Advanced network settings

g Change adapter options
View network adapters and change connection settings.

4"
% Network and Sharing Center
For the networks you connect to, decide what you want to share.

A Network troubleshooter
Diagnose and fix network problems.



On the Network and Sharing Center panel, select Internet Options from the lower left-hand
navigation.

:‘: Metwaork and Sharing Center
4N :‘: » Control Panel » All Control Panel tems » MNetwork and Sharing Center

Wiew your basic network information and set up connections
Contrel Panel Home

View your active networks
Change adapter settings

Change advanced sharing Access type: Internet
settings Public network Connectiens: [ Ethernet
Media streaming options

Unidentified rk Access type: No network access

Private netwark Connections: E] Cisco AnyConnect Secure

Muobility Client Connection

Change your networking settings

‘|'.L£. Set up a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

@ Troubleshoot problems

Diagnose and repair network problems, or get troublesheoting information.

See also
i ‘—‘"
Internet Options

Windows Defender Firewall

From Internet Options, select the Security tab, Trusted Sites zone, and then click the Sites
button.

Internet Options ? X

General Security Privacy Content Connections Programs Advanced

Select a zone to view or change security settings.

Internet  Local intranet Restricted
sites

Trusted sites =
\ Sites

This zone contains websites that you
trust not to damage your computer or

your files.
You have websites in this zone.

26



From the Trusted Sites, enter https://support.infor.com/ below Add this website to the zone
and then click Add.

At the bottom of the Trusted Sites page, uncheck the Require server verification (https) for all
sites in this zone

Then click the Close button.

e

You can add and remaove websites from this zone. All websites in
e this zone will use the zone's security settings.

b
Add this website to the zone: ‘
https://support.infor.com/ | Add
Websites:
* doud.infor.com A Remove
*infor,com

W

[ ]Require server verification (https:) for all sites in this zone

>

Close

27



It is also recommended to add Infor Concierge as a trusted site in the same way.

From the Trusted Sites, enter *.cloud.infor.com below Add this website to the zone and then
click Add.

At the bottom of the Trusted Sites page, uncheck the Require server verification (https) for all
sites in this zone

Trusted sites X

You can add and remove websites from this zone. All websites in
e this zone will use the zone's security settings.

\ "
Add this website to the zone: ‘
* cloud.infor.com | | Add
Wehsites;
* infor.com Remove

https: {fsupport.infor. com

[ ] Require server verification (https:) for al sites in this zone

W

~

Close

The trusted sites are displayed. Click the Close button.



6. Firefox

6.1 Popup Blocker

The Infor Support Portal requires the browser to allow popups.

To enable popups using Firefox, click the Firefox menu and select Settings

W =
Sync and save data #Sign'in
’ ¢ :
Mew tab Ctrl+T
Mew window Ctrl+M
Mew private window Ctrl+Shift+P
Bookmarks >
History >
Downloads Ctrl+1
Passwords
Add-ons and themes Ctrl+5hift+ A
Print... Ctrl+P
Save page as... Ctrl+5
Find in page Ctrl+F
foom - 100% +
Settings
Maore tools >
Help >
Exit Ctrl+Shift+C




From the Options page click on the Privacy & Security menu from the left-hand navigation.

£33 General Browser Privacy
@ Home Enhanced Tracking Protection
Q Search . Trackers follow you around online to collect information Manage Exceptions...
" about your browsing habits and interests. Firefox blocks
‘5 Privacy & Security many of these trackers and other malicious scripts.
Learn more
O Sync

Scroll down to the Permissions section and select ‘Block pup-up Windows’ and then select the
Exceptions button.

Block pop-up windows Exceptions...

In the Allowed Websites — pop ups window, below address of website, enter
https://support.infor.com/ and then click Allow

Allowed Websites - Pop-ups X

You can specify which websites are allowed to open pop-up windows. Type the exact address of the site you

want to allow and then click allow.

Address of website

-
https://support.infar.cam/ l

Allow

30



The allowed website is displayed. Click on Save Changes

Allowed Websites - Pop-ups

button.

You can specify which websites are allowed to open pop-up windows. Type the exact address of the site you

want to allow and then click Allow.

Address of website

Allow

Website

https://supportinfor.com

Status -

Allow

Remove Website Remowve All Websites

b
Y

Save Changes Cancel

31



6.2 Temporary Internet Files

The Support Portal development team periodically deploys new updates and features. To

ensure the newer code is loaded correctly, you may need to occasionally clear the browser’s

history and cache.

6.3 Clear History

To clear the Firefox history and cache, click the Firefox menu and select Settings.

From the Settings page click the Clear History button below History

History
Firefox will Remember history =
Firefox will remember your browsing, download, form, and search history. Clear History...

On the Clear History popup, select the desired options to clear, and then click the OK button

Clear All History X

Time range to clear: Everything hd

All history will be cleared.

L e This action cannot be undane.

History

Browsing & download history Cookies
Active logins Cache

Eorm & search history

Data

Site settings Offline website data

OK Cancel

NOTE: Firefox does not offer an option to check for newer versions of stored pages.

32



6.4 Trusted Sites

It is also recommended but not required that you define the Infor Support Portal as a trusted
site. If you encounter a problem with using the Support Portal, you should add it as a trusted
site.

To add the Support Portal as a Trusted Site using Firefox, type in about:config in the address
bar. Click the Accept the Risk and Continue button.

T c @ © Firefox  about:config ‘— vy

Proceed with Caution

Changing advanced configuration preferences can impact Firefox performance or security.

v/| Warn me when | attempt to access these preferences

Accept the Risk and Continue ‘.—

In the preference search box, type in trusted and then edit the preference network.automatic-
ntimauth.trusted-uris

& c ©) Firefox  about:config w m o & =

| trusted|
full-screen-api.allow-trusted-requests-only true =
Jjavascript.options.wasm_trustedprincipals true =
network.automatic-ntim-auth.trusted-uris rd
network.negotiate-auth.trusted-uris rd
services.sync.addons.trustedSourceHostnames addons.mozilla.org V4
trusted ®Boolean ONumber O String +

33



Then in the highlighted blue textbox, enter *.support.infor.com, *.cloud.infor.com and then

click on the blue checkmark.

Select the String radio button at the bottom of the page.

Repeat the same steps for preference network.negotiate-auth.trusted-uris

trusted

app.update.lastUpdateTime.telemetry_untrustedmodules_ping
dom.forms.submit.trusted_event_only
dom.window.content.untrusted.enabled
full-screen-api.allow-trusted-requests-only
Jjavascript.options.wasm_trustedprincipals
network.automatic-ntim-auth.trusted-uris
network.negotiate-auth.trusted-uris

services.sync.addons.trustedSourceHostnames

trusted

1638795214
false

true

true

true

support.infor.com,*.cloud.infor.com

Show only madified preferenc

support.infor.com,*.cloud.infor.com

addons.mozilla.org

Boolean Number @ String

N < R

+

Once completed the Infor Support Portal and Infor Concierge are identified as Firefox trusted

URLs

]
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7. Safari

7.1 Popup Blocker

To allow popups for the Infor Support Portal. Open Safari to https://support.infor.com/ and
select Safari > Preferences. Then click the Websites tab. From the left-hand navigation select Pop-
up Windows, and then set Allow Popup windows on the websites below = Allow

[ ] Websites
i = Q 8 & & < @
General Tabs AutoFill Passwords Search  Security Privacy Websites Extensions Advanced
General
Allow pop-up windows on the websites below:
Content Blockers
Currently Open Websites
id Auto-Play
— [ support.infor.com Allow
Page Zoom

L

m Camera

H' . Microphone

.
S

Pop-up Windows

Motifications

Remowve

When visiting other websites: Block and Notify [

35


https://support.infor.com/

7.2 Clear History

The Support Portal development team periodically deploys new updates and features. To
ensure the newer code is loaded correctly, you may need to occasionally clear the browser’s
history and cache.

To clear your website history, open Safari and then select Safari > Clear History

@ Safari  File Edit View History Bookmarks Develop Window Help

@ 1 About Safari & support.infor.com

Safari Extensions...

Digital Assistant
Preferences... 3

Privacy Report... 5 & e K .
g ownloads « ommunity « out « ofifications ¥
! Settings for This Website... W
| Clear History... Analytics Staff ~
‘ Services S
Ir
‘ Hide Safari £ H
Vit Hide Others L #H Product Line o Owner / Action Group
| 12 i lm \ Infor Support Portal - Staff Suppo n \ All Owner / Action Groups
| 2 Quit Safari
|
: Deploymen| Response
| Incident ‘ Status ’ Severity Type Due NS | Country Categol

Select the history to clear and then click Clear History

Clearing history will remove related cookies
and other website data.

ML o the last hour |

today
today and yesterday @'

?1 all history
1 |

?

Clear History

36



7.3 Clear Cache

To clear the Website Cache, open Safari and then select Develop > Empty Caches.

@ Ssafari File Edit View History Bookmarks Develop Window Help

[ IO ] Open Page With >
User Agent >

m Infor Support Portal
A1014-008 >
Favorites Environment ~ Resources ~ Downloa  Service Workers >
Web Extension Background Pages >

Home Search ~ Incidents ~ Analytic
- Experimental Features > +

Incident Views

Enter Responsive Design Mode

View - Edit Pro¢  Show Snippet Editor Deployment Type ol

| Unassigned Incidents 'm | Infc ] All items checked n [
o ~ Show Web Inspector \ I o

2 Incidents found. Show JavaScript Console

Show Page Source

Incident ‘ Status l Sey  Show Page Resources CEA ute Product

~—  Start Timeline Recordin R A

v v - v

= 2 ~  Start Element Selection »3C | =
16011498 New Sta Incidents

E 7 Q@ Empty Caches X $E

Enable Intelligent Tracking Prevention Debug Mode

16010909 New Mir Downloads

This option is available when the Develop menu option has been enabled. To enable the
Develop menu, open Safari, and select Safari > Preferences > Advanced tab. Select Show
Develop menu in menu bar.

@ Advanced

& 0O = 9 Q & & & D G

General Tabs AutoFill Passwords Search Security Privacy Websites Extensions Advanced

Smart Search Field: Show full website address

Accessibility: Never use font sizes smaller than
Press Tab to highlight each item on a webpage
Option-Tab highlights only text fields and pop-up menus.

Reading List: Save articles for offline reading automatically
Style sheet: None Selected [
Default encoding: Western (ISO Latin 1)

Proxies: Change Settings...

S~
‘ Show Develop menu in menu bar
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8. Other Recommendations

The following recommendations are provided to ensure that your Infor Support Portal browsing
experience is optimized.

8.1 Logging onto the Support Portal

To access the Support Portal, use the URL https://support.infor.com/ to display the login page,
and enter your credentials to complete the login process.

Note that it's best not to use a different URL to bypass the normal login process by defining it as
a browser favorite or a browser home page. When in the portal, the URL that is displayed differs
by page and contains session variables and other parameters that can expire or change. By
designating one of these URLSs as a favorite, it bypasses the normal login process.

Following the normal login process:

e Allows proper session initialization of your account information as relevant to your login
credentials.

e Directs you to the fastest responding web server instead of re-using the previous web
server cache information from the prior day.

e The site map and user workflow are designed to originate from the home page.

e Ensures proper routing and account cache refresh after a code deployment / Site
maintenance.

e Ensures the tested and validated user flow coming in from the login page works
properly.
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8.2 Logging off the Infor Support Portal home page

When you have finished using the Support Portal, you should use the “log off” option on the
home page instead of the browser “X” to close the browser page. This will ensure that all

residual programs, session history, settings, cookies, cache, etc. are closed / removed correctly.

Jane Doe 4

%

-

You should also log off from the Support Portal at the end of every workday. When you log in
the next day, you will be routed to the web server that will offer you the best performance
available.

8.3 Verify HTTPS transactions are open for ports 443

The Infor Support Portal uses HTTPS transmissions using port 443. To ensure proper
connectivity, firewalls should be configured to allow traffic to pass over port 443.

To test that connectivity on port 443 exists, open a web browser and type
https://support.infor.com:443 in the Address bar, and then press ENTER.

If you can access the Support Portal logon page, then port 443 is accessible.

If your browser displays an error message such as "connection timed out," the corresponding
port may be blocked.
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